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1
PORT NEGOTIATION BETWEEN FCOE
FORWARDERS

CLAIM FOR PRIORITY

The present application is a national stage filing under 35
US.C 371 of PCT application number PCT/CN2013/
073430, having an international filing date of Mar. 29, 2013,
which claims priority to China application No.
201210087618.7 having a filing date of Mar. 29, 2012, the
disclosures of which are hereby incorporated by reference in
their entireties.

BACKGROUND

Along with the development of Internet applications, ever
increasing amounts of data are being generated. This
increase in data generation has also resulted in increased
requirements for storage, access, and backup of the gener-
ated data in storage that is high-capacity and highly reliable.
Storage Area Networks (SANs) have been developed to
provide suitable storage of the data.

Fabric Channel (FC) is one of the most widely used
protocols in the SANS, i.e., data is transmitted based on FC
networks in the SANs. In order to reduce the cost and
difficulty in maintaining the FC network, Fiber Channel over
Ethernet (FCoE) has been implemented. In FCoE, Local
Area Networks (LAN), which implement Ethernet, and the
SANs, which implement FC networks, have been integrated.

BRIEF DESCRIPTION OF THE DRAWINGS

Features of the present disclosure are illustrated by way of
example and not limited in the following figure(s), in which
like numerals indicate like elements, in which:

FIG. 1 is a flowchart illustrating a method for implement-
ing port negotiation between FCFs in accordance with an
example of the present disclosure.

FIG. 2 is a schematic diagram illustrating an apparatus for
implementing port negotiation between FCF's in accordance
with an example of the present disclosure

FIG. 3 is a schematic diagram illustrating a hardware
structure applicable for a method and apparatus for imple-
menting port negotiation between FCFs in accordance with
an example of the present disclosure.

DETAILED DESCRIPTION

For simplicity and illustrative purposes, the present dis-
closure is described by referring mainly to an example
thereof. In the following description, numerous specific
details are set forth in order to provide a thorough under-
standing of the present disclosure. It will be readily apparent
however, that the present disclosure may be practiced with-
out limitation to these specific details. In other instances,
some methods and structures have not been described in
detail so as not to unnecessarily obscure the present disclo-
sure. As used herein, the term “includes” means includes but
not limited to, the term “including” means including but not
limited to. The term “based on” means based at least in part
on.

In practical applications, in a Fibre Channel over Ethernet
(FCoE) network, a Local Area Network (LAN), at the
Ethernet level, is divided into multiple Virtual Local Area
Networks (VLANs). In addition, a SAN, at the FC level, is
divided into multiple Virtual Storage Area Networks
(VLANS), in which each VSAN corresponds to one VLAN
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and covers a respective VLAN. In this way, port negotiation
between Fiber Channel Forwarders (FCFs) in the FCoE
network is related to negotiation of the VLAN and the
VSAN.

Each of the FCFs has Ethernet ports in the Ethernet level
and Virtual Fabric Channel (VFC) ports in the FC level. The
Ethernet ports are used to form physical links between the
FCFs in the Ethernet level. The VFC ports are over the
Ethernet port and are used to form virtual links between the
FCFs in the FC level. In examples of the present disclosure,
the port negotiation between the FCFs mainly refers to
negotiation of the VFC ports and is implemented based on
various FCoFE Initialization Protocol (FIP) protocols.

In conventional methods for implementing port negotia-
tion between FCFs, the FCFs send FIP VLLAN requests to
each other to request a VLAN list including the VLLANs of
the VFC ports corresponding to the VFC ports of the
opposite parties. The FCFs also send FIP VLAN notifica-
tions to each other, among other operations, which result in
the port negotiation procedure containing redundancies and
requiring a relatively long convergence time.

In examples of the present disclosure, transmission of the
FIP VLAN request and the FIP VL AN notification may be
omitted. Because the interaction of the FIP Discovery Solici-
tation and the FIP Discovery Advertisements is to detect the
VLAN of the VFC ports on adjacent FCFs, by omitting
transmission of the FIP VL AN request and the FIP VLAN
notification, the VLAN supported by the VFC port on
adjacent FCFs may also be obtained.

According to an example, the FIP Discovery Solicitation
is sent from a VSAN supported by the FCF. Because each
VSAN corresponds to one VLLAN, the FIP Discovery Solici-
tation sent from the VSAN is substantively equivalent to the
FIP Discovery Solicitation sent from the VL AN correspond-
ing to the VSAN.

According to an example, the FIP Discovery Solicitation
is transmitted via the VFC port of the adjacent FCFs to
notify the VSAN supported by the VFC port and the VLAN
corresponding to the VSAN. In this way, if it is determined
that the

VFC port of the adjacent FCF supports the same VSAN
and this VSAN corresponds to the same VL AN, all of the
Exchange Link Parameters (ELP) negotiation, Exchange
Switch Capabilities (ESC) negotiation, and Exchange Vir-
tual Fabrics Parameters (EVFP) negotiation in the VLAN
are not necessary, and the ELP negotiation within the VSAN
may be initiated directly.

FIG. 1 is a flowchart illustrating a method for implement-
ing port negotiation between FCFs in accordance with an
example of the present disclosure. As shown in FIG. 1, FCF1
and FCF2 are taken as example FCFs, and the method may
include the following operations.

In block 201a, FCF1 may send a FIP Discovery Solici-
tation to a VFC port on FCF2 corresponding to a VFC port
on FCF1 within a VLAN corresponding to each VSAN
supported by the VFC port on FCF1. Block 201a may be
implemented after the VFC port on FCF1 becomes usable.

Similarly, in block 2015, FCF2 may send a FIP Discovery
Solicitation to a VFC port on FCF1 corresponding to a VFC
port on FCF2 within a VL AN corresponding to each VSAN
supported by the VFC port on FCF2. Block 2015 may be
implemented after the VFC port on FCF2 becomes usable.
In blocks 201a and 20154, the FIP Discovery Solicitation sent
within any VLLAN carries a VLAN ID of the VLAN.

In block 2024, after the FIP Discovery Solicitation sent
via the VFC port on FCF2 is received via the VFC port on
FCF1, if FCF1 determines that the VFC port on FCF1
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supports the VLAN of the FIP Discovery Solicitation, an
indication may be made that the VL AN corresponding to the
VSAN supported by the VFC on FCF2 is also supported by
the VFC port on FCF1, and thus FCF1 may send FIP
Discovery Advertisements to the VFC port on FCF2 corre-
sponding to the VFC port on FCF1 within this VLAN. The
FIP Discovery Advertisements may be used to notify the
VFC port on FCF2 that the VFC port on FCF1 also supports
this VL AN, and may also be used to notify the VFC port on
FCF2 of the VSAN corresponding to the VLLAN of the VFC
port on FCF1.

Similarly, in block 2024, after the FIP Discovery Solici-
tation sent via the VFC port on FCF1 is received via the VFC
port on FCF2, if FCF2 determines that the VFC port on
FCF2 supports the VL AN of the FIP Discovery Solicitation,
an indication may be made that the VLLAN corresponding to
the VSAN supported by the VFC on FCF1 is also supported
by the VFC port on FCF2, and thus FCF2 may send FIP
Discovery Advertisement to the VFC port on FCF1 corre-
sponding to the VFC port on FCF2 within this VLAN. The
FIP Discovery Advertisements may be used to notify the
VFC port on FCF1 that the VFC port on FCF2 also supports
this VL AN, and may also be used to notify the VFC port on
FCF1 of the VSAN corresponding to the VLLAN of the VFC
port on FCF2. In blocks 2024 and 2025, the FIP Discovery
Advertisements sent within any VLLAN carries a VLAN ID
of'the VLAN and a VSAN ID of the VSAN to be notified by
the FIP Discovery Advertisements.

According to an example, block 2024 may be performed
before or after block 2015, may be performed before or after
block 2024, or may be performed when block 2015 or block
2025 is performed. Similarly, block 2025 may be performed
before or after block 2014, may be performed before or after
block 202a, or may be performed when block 201a or block
202a is performed.

In block 203q, after the FIP Discovery Advertisements
sent via the VFC port on FCF2 are received via the VFC port
on FCF1, FCF1 may detect whether the VFC port on FCF1
supports the VSAN notified by the FIP Discovery

Advertisements and whether the VSAN also corresponds
to the VLAN of the FIP Discovery Advertisements on the
VFC port of FCF1.

Similarly, in block 2035, after the FIP Discovery Adver-
tisements sent via the VFC port on FCF1 are received via the
VFC port on FCF2, FCF2 may detect whether the VFC port
on FCF2 supports the VSAN notified by the FIP Discovery

Advertisements and whether the VSAN also corresponds
to the VLAN of the FIP Discovery Advertisements on the
VFC port of FCF2.

In block 204aq, if FCF1 determines that the VFC port on
FCF1 supports the VSAN notified by the FIP Discovery
Advertisements and the VSAN also corresponds to the
VLAN of the FIP Discovery Advertisements on the VFC
port of

FCF1, an indication may be made that the VFC port on
FCF1 and the VFC port on FCF2 support the same VSAN,
and this VSAN corresponds to the same VLAN. If the FIP
Discovery Solicitation sent via the VFC port on FCF2 has
already been received via the VFC port on FCF1, FCF1 may
set a physical layer state of the VFC port on FCF1 in this
VSAN as Up.

Similarly, in block 2045, if FCF2 determines that the VFC
port on FCF2 supports the VSAN notified by the FIP
Discovery Advertisements and the VSAN also corresponds
to the VLAN of the FIP Discovery Advertisements on the
VFC port of FCF2, an indication may be made that the VFC
port on FCF2 and the VFC port on FCF1 support the same
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VSAN, and this VSAN corresponds to the same VLAN. If
the FIP Discovery Solicitation sent via the VFC port on
FCF2 has already been received via the VFC port on FCF1,
FCF2 may set a physical layer state of the VFC port on FCF2
in this VSAN as Up.

In block 2054, after the physical layer state of the VFC
port on FCF1 is set as Up within any VSAN, FCF1 may
perform ELP negotiation with the VFC port on FCF2
corresponding to the VFC port on FCF1 within this VSAN.

Similarly, in block 2054, after the physical layer state of
the VEC port on FCF2 is set as Up within any VSAN, FCF2
may perform ELP negotiation with the VFC port on FCF1
corresponding to the VFC port on FCF2 within this VSAN.

In the ELP negotiation procedure within any VSAN in the
above blocks 2054 and 2055, the VFC port on FCF1 may be
the initiating end and the VFC port on FCF2 may be the
response end, and the ELP negotiation has succeeded.

In block 205a, FCF1 may send a FIP ELP negotiation
message to the VFC port on FCF2 corresponding to the VFC
port on FCF1 within this VSAN, and may wait for a Switch
Fabric Acceptance (SW_ACC) message or a Switch Fabric
Rejection (SW_RJT) message sent by the VFC port on FCF2
within the VSAN.

In block 2055, FCF2 may wait for the FIP ELP negotia-
tion message sent by the VFC port on FCF1 corresponding
to the VFC port on FCF2 within this VSAN. After receiving
the FIP ELP negotiation message, if the ELP negotiation
succeeds, FCF2 may send the SW_ACC message to the
VFC port on FCF1 corresponding to the VFC port on FCF2
within the VSAN. However, if the ELP negotiation does not
succeed, FCF2 may send the SW_RIT message to the VFC
port on FCF1 corresponding to the VFC port on FCF2 within
the VSAN.

The initiating end and the response end may be deter-
mined through suitable conventional manners and are thus
not described herein.

In addition, the FIP ELP negotiation message, the
SW_ACC message and the SW_RIT message in the above
ELP negotiation procedure within any VSAN may carry the
VSAN ID of the VSAN.

In step 206a, after the ELP negotiation of the VFC port on
FCF1 within any VSAN succeeds, a link layer state of the
VFC port on FCF1 within the VSAN may be set as Up.

Similarly, in step 2065, after the ELP negotiation of the
VFC port on FCF2 within any VSAN succeeds, a link layer
state of the VFC port on FCF2 within the VSAN may be set
as Up.

According to an example, through use of the method for
implementing port negotiation between FCFs provided by
examples of the present disclosure, the interaction procedure
related to the FIP VLLAN request message and the FIP VLAN
notification message, the ELP negotiation, the ESC nego-
tiation, and the EVFP negotiation are omitted from the port
negotiation between the FCFs, thereby simplifying the port
negotiation between FCFs.

Also disclosed herein is an apparatus for implementing
port negotiation between FCFs. As shown in FIG. 2, the
apparatus includes a processor and an Ethernet port. The
processor includes a discovery request module, a discovery
advertisement module, a physical state module, an ELP
negotiation module, and a link state module. In some
examples the modules may implemented as hardware cir-
cuitry or logic or the processor and in other examples the
modules be stored in a machine readable memory and
executable by the processor.
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The discovery request module is to send a FIP Discovery
Solicitation to a

VFC port on an opposite party corresponding to a VFC
port on the FCF within a VLAN corresponding to each
VSAN supported by the VFC port on the FCF. The discov-
ery request module may send the FIP Discovery Solicitation
after the VFC port on the FCF is determined to be usable.
The VFC port on the FCF is over the Ethernet port. The FIP
Discovery Solicitation sent within any VLAN carries a
VLAN ID of the VLAN.

The discovery advertisement module is to, after the FIP
Discovery Solicitation sent by the opposite party is received
via the VFC port on the FCF, if it is determined that the VFC
port on the FCF supports the VLAN of the FIP Discovery
Solicitation, send FIP Discovery Advertisement to the oppo-
site party corresponding to the VFC port on the FCF within
the VLAN. The FIP Discovery Advertisements sent within
any VLAN carries a VLAN ID of the VLAN and a VSAN
ID of the VSAN to be notified by the FIP Discovery
Advertisements.

The physical state module is to, after the FIP Discovery
Advertisements sent by the opposite party are received via
the VFC port on the FCF, if it is determined that the VFC
port on the FCF supports the VSAN notified by the FIP
Discovery Advertisements and the VSAN corresponds to the
VLAN of the FIP

Discovery Advertisements on the VFC port of FCF, and if
the FIP Discovery Solicitation sent by the opposite party has
already been received via the VFC port on the FCF, set a
physical layer state of the VFC port on the FCF within the
VSAN as Up.

The ELP negotiation module is to, after the physical layer
state of the VFC port on the FCF is set as Up within any
VSAN, perform ELP negotiation with the opposite party
corresponding to the VFC port on FCF within the VSAN.
For the ELP negotiation within any VSAN, if the VFC port
on the FCF is the initiating end, the ELP negotiation module
is to send a FIP ELP negotiation message to the opposite
party corresponding to the VFC port on the FCF within the
VSAN, and wait for a SW_ACC message or a SW_RIT
message sent by the opposite party within the VSAN.

If the VFC port on the FCF is the response end, the ELP
negotiation module is to wait for the FIP ELP negotiation
message sent by the opposite party corresponding to the
VFC port on the FCF within the VSAN. After receiving the
FIP

ELP negotiation message, the ELP negotiation module is
to send a SW_ACC message to the opposite party corre-
sponding to the VFC port on the FCF within the VSAN if the
ELP negotiation succeeds or to send a SW_RJT message to
the opposite party corresponding to the VFC port on FCF
within the VSAN if the ELP negotiation does not succeed.

In addition, the FIP ELP negotiation message, the
SW_ACC message and the SW_RJT message sent within
any VSAN carry the VSAN ID of the VSAN.

The link state module is to, after the ELP negotiation of
the VFC port on the FCF within the VSAN succeeds, set a
link layer state of the VFC port on the FCF within the VSAN
as Up.

FIG. 3 is a schematic diagram illustrating a hardware
structure applicable for a method and apparatus for imple-
menting port negotiation between

FCFs in accordance with an example of the present
disclosure. As shown in FIG. 3, the hardware structure
includes a processor and storage. It is also possible to
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implement the method and apparatus by machine readable
instructions stored in memory and executable by a proces-
sor.

In both cases, the processor is to, send a FCoE Initializa-
tion Protocol (FIP) Discovery Solicitation to an opposite
party corresponding to a VFC port on a FCF within a VLAN
corresponding to each VSAN supported by the VFC port on
the FCF; after FIP Discovery Advertisements sent by the
opposite party are received by the VFC port on the FCF, if
it is determined that the VFC port on the FCF supports the
VSAN notified by the FIP Discovery Advertisements and the
VFC port on the FCF corresponding to the VSAN corre-
sponds to the VLAN of the FIP Discovery Advertisements,
and if the FIP Discovery Solicitation sent by the opposite
party has already been received via the VFC port on the FCF,
set a physical layer state of the VFC port on the FCF within
the VSAN as Up; after the physical layer state of the VFC
port on the FCF within the VSAN is set as Up, perform ELP
negotiation with the opposite party corresponding to the
VFC port on the FCF within the VSAN; after the ELP
negotiation of the VFC port on the FCF within the VSAN
succeeds, set a link layer state of the VFC port on the FCF
within the VSAN as Up.

The storage is to record information indicating that the
VFC port on the FCF support the VSAN notified by the FIP
Discovery Advertisements and information indicating that
the VSAN of the VFC port on the FCE corresponds to the
VLAN of the FIP Discovery Advertisements.

The apparatus may be a network switch and the modules
may be hardware and/or software modules. In instances in
which the modules are hardware modules, the hardware
modules may be implemented mechanically or electroni-
cally. For example, a hardware module may include dedi-
cated circuitry or logic that is permanently configured (e.g.,
as a special-purpose processor, such as a field programmable
gate array (FPGA) or an application-specific integrated
circuit (ASIC)) to perform certain operations. A hardware
module may also include programmable logic or circuitry
(e.g., as encompassed within a general-purpose processor or
other programmable processor) that is temporarily config-
ured by software to perform certain operations.

The methods and apparatuses provided herein may be
implemented by hardware, machine-readable instructions or
a combination of hardware and machine-readable instruc-
tions. Machine-readable instructions used in the examples
disclosed herein may be stored in storage medium readable
by multiple processors, such as hard drive, CD-ROM, DVD,
compact disk, floppy disk, magnetic tape drive, RAM, ROM
or other proper storage device. Or, at least part of the
machine-readable instructions may be substituted by spe-
cific-purpose hardware, such as custom integrated circuits,
gate array, FPGA, PLD, and specific-purpose computers and
O on.

A machine-readable storage medium may also be pro-
vided, which is to store instructions to cause a machine to
execute a method as described herein. Specifically, a system
or apparatus having a storage medium that stores machine-
readable program codes for implementing functions of any
of the above examples and which may make the system or
the apparatus (or CPU or MPU) read and execute the
program codes stored in the storage medium. In this
example, the program codes read from the storage medium
may implement any one of the above examples. The storage
medium may include floppy disk, hard drive, magneto-
optical disk, compact disk (such as CD-ROM, CD-R, CD-
RW, DVD-ROM, DVD-RAM, DVD-RW, DVD+RW), mag-
netic tape drive, Flash card, ROM and so on. Optionally, the
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program code may be downloaded from a server computer
via a communication network.

What has been described and illustrated herein is an
example of the disclosure along with some of its variations.
The terms, descriptions and figures used herein are set forth
by way of illustration only and are not meant as limitations.

Many variations are possible within the spirit and scope of
the disclosure, which is intended to be defined by the
following claims—and their equivalents—in which all terms
are meant in their broadest reasonable sense unless other-
wise indicated.

The invention claimed is:

1. A method for implementing port negotiation between
Fibre Channel over Ethernet (FCoE) Forwarders (FCFs),
comprising:

sending, by a first FCF which includes a first Virtual Fiber

Channel (VFC) port, a FCoE Initialization Protocol
(FIP) Discovery Solicitation to a second VFC port on
a second FCF, wherein the sending is within a Virtual
Local Area Network (VLAN) corresponding to a Vir-
tual Storage Area Network (VSAN) supported by the
first VFC port and wherein the FIP Discovery Solici-
tation includes a VLAN ID of said VLAN;

receiving, by the first VFC, a FIP Discovery Advertise-

ment sent by the second FCF, wherein the FIP Discov-
ery Advertisement includes a VSAN ID of a VSAN
supported by the second VFC and a VLAN ID of a
VLAN associated with the VSAN supported by the
second VFC;

determining, by the first FCF, an intersection of the VSAN

and the VL AN supported by the first VFC port with the
VSAN and the VLAN supported by the second VFC
port; and

performing, by the FCF, an Exchange Link Parameter

(ELP) negotiation within the intersection of the VSAN
and the VLAN.

2. The method of claim 1,

wherein the determining, by the first FCF, an intersection

of'the VSAN and the VLLAN supported by the first VFC
port with the VSAN and the VLAN supported by the
second VFC port comprises:
after FIP Discovery Advertisements sent by the opposite
party are received by the VFC port on the FCF, if it is
determined that the VFC port on the FCF supports the
VSAN notified by the FIP Discovery Advertisements
and the VFC port on the FCF corresponding to the
VSAN corresponds to the VLAN of the FIP Discovery
Advertisements, and if the FIP Discovery Solicitation
sent by the opposite party has already been received via
the VFC port on the FCF, setting a physical layer state
of the VFC port on the FCF within the VSAN as Up;
wherein the VSAN notified by the FIP Discovery
Advertisements is the VSAN corresponding to the
VLAN of the opposite party;

performing, by the FCF, an ELP negotiation within the
intersection of the VSAN and the VLAN comprises:

after setting the physical layer state of the first VFC port
within the VSAN as Up, performing, by the first FCF,
ELP negotiation with the second VFC port within the
VSAN; and

after the ELP negotiation of the first VFC port within the
VSAN succeeds, setting, by the first FCF, a link layer
state of the first VFC port within the VSAN as Up.

3. The method of claim 1, wherein the FCoE is divided
into a plurality of VLLAN.

4. The method of claim 3, wherein the first VFC port
supports a plurality of VSANs and the sending includes
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sending a respective FIP Discovery Solicitation for each
VSAN supported by the VFC port, each respective FIP
Discovery Solicitation being sent on a VLAN corresponding
to the respective VSAN.

5. The method of claim 1, wherein the ELP negotiation
within the VSAN comprises:

if the first VFC port is an initiating end of the ELP
negotiation, sending a FIP ELP negotiation message to
the opposite party corresponding to the second VFC
port within the VSAN, and waiting for a Switch Fabric
Acceptance (SW_ACC) message or a Switch Fabric
Rejection (SW_RIJT) message sent by the opposite
party within the VSAN; and

if the first VFC port is a response end of the ELP
negotiation, waiting for a FIP ELP negotiation message
sent by the opposite party corresponding to the second
VFC port within the VSAN; after receiving the FIP
ELP negotiation message, if the ELP negotiation suc-
ceeds, sending a SW_ACC message to the opposite
party corresponding to the first VFC port within the
VSAN; if the ELP negotiation does not succeed, send-
ing a SW_RJT message to the opposite party corre-
sponding to the first VFC port within the VSAN.

6. The method of claim 5, wherein each of the FIP ELP
negotiation message, the SW_ACC message and the
SW_RIJT message sent within the VSAN carries the VSAN
ID of the VSAN.

7. A Fibre Channel over Ethernet (FCoE) forwarder
(FCF), comprising:

an Ethernet port and a Virtual Fiber Channel (VFC) port
associated with the Ethernet port;

a processor, to initiate a negotiation to an opposite party
corresponding to the VFC port within a Virtual Local
Area Network (VLAN) corresponding to each Virtual
Storage Area Network (VSAN) supported by the VFC
port; to determine an intersection of the VSAN and
VLAN supported by the VFC port and the VSAN and
VLAN supported by an opposite party of the VFC port,
to perform an Exchange Link Parameter (ELP) nego-
tiation within the intersection of the VSAN and the
VLAN, and to record information of the VSAN sup-
ported by the VFC port and information of the VLAN
corresponding to the VSAN on the VFC port;

wherein the negotiation includes sending a FCoE Initial-
ization Protocol (FIP) Discovery Solicitation to the
opposite party without first sending a FIP VLAN
Request packet and receiving a FIP VLLAN notification
from the opposite party; wherein the FIP Discovery
Solicitation indicates a VLAN corresponding to a
VSAN supported by the VFC port of the FCF.

8. The Fiber Channel over Ethernet Forwarder of claim 7,

wherein

the processor is to, send a FCoE Initialization Protocol
(FIP) Discovery Solicitation to the opposite party of the
VFC port within the VLAN corresponding to each
VSAN supported by the VFC port and to receive a FIP
Discovery Advertisements sent by the opposite party;

after the FIP Discovery Advertisement sent by the oppo-
site party is received by the VFC port, if it is deter-
mined that the VFC port supports the VSAN notified by
the FIP Discovery Advertisement and the VSAN on the
VFC port corresponds to the VL AN notified by the FIP
Discovery Advertisement, and if the FIP Discovery
Solicitation sent by the opposite party has already been
received via the VFC port, set a physical layer state of
the VFC port within the VSAN as Up; the VSAN



US 9,432,290 B2

9

notified by the FIP Discovery Advertisement is deter-
mined to be the VSAN corresponding to the VL AN of
the opposite party;

after the physical layer state of the VFC port is set as Up

within the VSAN, perform ELP negotiation with the
opposite party corresponding to the VFC port within
the VSAN; and

after the ELP negotiation of the VFC port within the

VSAN succeeds, set a link layer state of the VFC port
within the VSAN as Up.

9. The apparatus of claim 8, wherein each of the FIP
Discovery Solicitation and the FIP Discovery Advertisement
sent within the VLAN carry a VLAN 1D of the VLAN.

10. The apparatus of claim 9, wherein the FIP Discovery
Advertisement further carries a VSAN ID of the VSAN
notified by the FIP Discovery Advertisement.

11. The Fiber Channel over Ethernet Forwarder of claim
7, wherein the ELP negotiation within the VSAN comprises:

if the VFC port is an initiating end of the ELP negotiation,

the processor is to send a FIP ELP negotiation message
to the opposite party corresponding to the VFC port
within the VSAN, and wait for a Switch Fabric Accep-
tance (SW_ACC) message or a Switch Fabric Rejec-
tion (SW_RJT) message sent by the opposite party
within the VSAN;

if the VFC port is the response end of the ELP negotiation,

the processor is to wait for a FIP ELP negotiation
message sent by the opposite party corresponding to the
VFC port within the VSAN; after receiving the FIP
ELP negotiation message, if the ELP negotiation suc-
ceeds, send a SW_ACC message to the opposite party
corresponding to the VFC port within the VSAN; if the
ELP negotiation does not succeed, send a SW_RIT
message to the opposite party corresponding to the
VFC port within the VSAN.

12. The Fiber Channel over Ethernet Forwarder of claim
11, wherein each of the FIP ELP negotiation message, the
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SW_ACC message, and the SW_RJT message sent within
the VSAN carries the VSAN ID of the VSAN.

13. An apparatus for implementing port negotiation
between Fibre Channel over Ethernet (FCoE) forwarders
(FCFs), comprising:

a processor to,

send a FCoE Initialization Protocol (FIP) Discovery
Solicitation to an opposite party corresponding to a
VFC port on a FCF within a VL AN corresponding to
each VSAN supported by the VFC port on the FCF;

after FIP Discovery Advertisements sent by the oppo-
site party are received by the VFC port on the FCF,
if it is determined that the VFC port on the FCF
supports the VSAN notified by the FIP Discovery
Advertisements and the VFC port on the FCF cor-
responding to the VSAN corresponds to the VLAN
of the FIP Discovery Advertisements, and if the FIP
Discovery Solicitation sent by the opposite party has
already been received via the VFC port on the FCF,
set a physical layer state of the VFC port on the FCF
within the VSAN as Up;

after the physical layer state of the VFC port on the
FCF within the VSAN is set as Up, perform ELP
negotiation with the opposite party corresponding to
the VFC port on the FCF within the VSAN;

after the ELP negotiation of the VFC port on the FCF
within the VSAN succeeds, set a link layer state of
the VFC port on the FCF within the VSAN as Up;
and

a storage to record information indicating that the VFC

port on the FCF support the VSAN notified by the FIP
Discovery Advertisements and information indicating
that the VSAN of the VFC port on the FCE corresponds
to the VLAN of the FIP Discovery Advertisements.

#* #* #* #* #*



